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Abstract— Transmission control strategies can increase the
throughput of the shared wireless channel and thus accelerate
the identification of large RFID tag populations. In this paper,
we present a Bayesian strategy that minimizes the response
time to changes in the number of RFID tags transmitting by
updating the tag number estimate after each slot in an ALOHA
frame. If the current frame size is no longer considered to be
optimal, our control strategy aborts the current frame and
triggers the start of a new frame size. The transmission control
strategy is evaluated with the help of a scalable RFID simulation
engine that implements the ISO 18000-6 C protocol and that
supports different pathloss, fading, capture, and tag mobility
models. Our evaluation shows that the Bayesian transmission
strategy has a higher throughput than other approaches that
only update the estimate at the end of the frame. The evaluation
also shows that our Bayesian approach outperforms the Q
algorithm specified in ISO 18000-6 Part C at the expense of a
significant amount of computations.

I. I NTRODUCTION

While traditional RFID applications usually feature no
more than a single tag in the read range of an RFID reader,
this will be different once cases and individual items in
supply chain and logistics applications are equipped with
RFID tags. A gate reader at a dock door will typically have
hundreds of tags in its read range. Since artificially slowing
down the loading process or conveyor belt speeds is not
desirable from a business perspective, the fast identification
of RFID tags is an important issue.

There are a variety of approaches to improving the speed
at which RFID tags are identified. Most of them target
the physical and medium access control layer of RFID
communication protocols. Examples include increased data
transfer rates due to more efficient spectrum usage on the
physical layer and various so-called anti-collision algorithms
that aim to minimize the time it takes to identify all tags in
the range. These RFID anti-collision protocols are variants
of contention-resolving tree algorithms [4] or ALOHA [1].
In framed ALOHA, which is used in a number of RFID
communication protocols [6], [9], [13], the reader begins its
interrogation round by announcing the frame size to the tags
(cf. Figure 1). Each tag selects one of the available slots
at random and transmits a (temporary) identifier. According
to [16], the expected throughputU of framed ALOHA with
N tags andL slots in a frame is given by:

U(N,L) =
N

L

(
1− 1

L

)N−1

(1)
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Fig. 1. Framed Slotted ALOHA.The reader initiates a frame with a start-
of-frame (SOF) signal that broadcasts the frame size. Because of the large
proportion of collisions in the first frame, the frame size is increased to 8
slots in the second frame.
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Fig. 2. Number of Timeslots vs. Expected Throughput in Framed ALOHA.

It is evident from the above equation that the throughput
depends on the appropriate choice of frame lengthL, given
the number of tagsN in the read range. Figure 2 shows the
well-known upper bound of the throughput ofe−1 (as N
becomes large) that is characteristic for slotted ALOHA and
also applies to framed ALOHA. The maximum throughput
occurs atL = N .

Since the number of tags present is usually not known, the
performance of framed ALOHA depends on a transmission
scheme that estimates the (unknown) number of tags based
on feedback from the reader and chooses a corresponding
frame size. This feedback from the reader comprises the
number of slots in which no, a single, and more than one tag
replied (cf. Figure 1). The latter is referred to as a collision
because the data received by the reader are garbled. The
number of tagsNt that reply in a frame at timet is given
by

Nt = γc + s (2)

wheres and c denote the number of single tag replies and
collisions, respectively andγ ≥ 2. The exact value ofγ



is usually unknown because the reader cannot detect how
many tags replied if there are two or more tag replies. The
tags involved in a collision are backlogged and retransmit
their identifier in the subsequent frame. The number of tags
Nt+1 that transmit in the subsequent frame is the sum of
the backlogged tags that remain powered and newly arriving
tags.

Nt+1 = γc− nD + nA (3)

where nD and nA denote the departing tags and newly
arriving tags, respectively.

The main contributions of this paper is a Bayesian trans-
mission control strategy for RFID communication protocols,
based on framed ALOHA, that minimizes the response time
to changes in the number of RFID tags transmitting. It
updates the estimate after each slot in an ALOHA frame
and, if the current frame size is no longer considered to
be optimal, the current frame is aborted and the start of a
new frame size with a different number of slots is triggered.
The proposed transmission control scheme builds on earlier
work by [15] on Bayesian broadcast strategies, but has
been adapted to suit the characteristics of RFID. The latter
includes the rapid changes in the number of tags transmitting
due to power losses as tags move into deep fades and the
use of a variant of framed slotted ALOHA, where a running
frame can be canceled early. The transmission strategy also
makes no assumption about the statistical distribution of
the number of tags in the read range. This is important
because the number of tags in RFID applications tends to
be variable and the traffic is highly correlated rather than
caused by many independent point-to-point transmissions –
imagine a dock door with the occasional pallet of more
than a thousand tagged items moving through. The paper
also presents simulation results showing that the proposed
transmission control scheme provides a superior throughput
when compared to existing approaches. The simulation are
carried out with RFIDSim, our RFID simulation engine,
which supports different pathloss, fading, capture, and tag
mobility models and implements the ISO 18000-6 Part C
RFID protocol.

The paper is organized as follows: we first identify the
main factors influencing tag estimation and throughput in
RFID systems, which include the unusual traffic characteris-
tics of RFID applications and the particularities of the variant
of framed ALOHA commonly used in RFID. Based on this
analysis, we then present the Bayesian transmission control
scheme which specifically take these unique characteristics
of RFID systems into account. Before we conclude the paper
with an evaluation of our Bayesian transmission scheme, we
present related work and our simulation engine RFIDSim.

II. RFID CHARACTERISTICSINTRODUCING NOVEL

CONSTRAINTS FORRFID MAC SCHEMES

Before presenting the novel transmission strategy, we
describe the characteristics of the RFID domain that intro-
duce novel constraints. We focus in particular on the traffic
characteristics, the possibility to interrupt a frame before the

(a) Portal Reader [12] (b) Pallet with RFID Tagged
Cases [12]

(c) Received Power as Single Tag Passes Reader Antenna [12]

Time

Number of tags powered

(d) Number of Tags Powered vs. Time

Fig. 3. Bulk identification in a warehouse application.The tagged cases
are moved through a portal to which an RFID reader antenna is attached.
As the tags move past the reader antenna, the received signal strength varies
causing the tags to lose power. The exact number of tags powered at any
position of the pallet depends on the detailed set-up.

last slot of the frame is reached, and the limited available
frame sizes.

A. Traffic Characteristics

In RFID applications, the tag arrival and departure rates
are influenced by application parameters and RFID system
design choices. In supply chain operation, UHF readers are
often used in a portal configuration as shown in Figure 3(a).
Tagged objects are placed on a pallet and moved past the
reader antenna. UHF RFID systems are affected by the strong
fading component characteristic for indoor wireless channels
in this frequency band [14], which leads to frequent field
nulls. Since tags do not carry a battery, they will lose power
and possibly also their state, as they move past the reader.
Figure 3(c) shows the received signal power vs. position for
a single tag that is placed inside the pallet [12].

The number of tags that are powered at a certain moment
of time thus varies significantly due to the movement of the
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Fig. 4. Frame-by-Frame and Slot-By-Slot Frame Size Updating.In our
slot-by-slot approach, the estimate of the number of tags transmitting in the
frame is updated after each slot.

tags past the reader and the frequent field nulls within the
interrogation volume (cf. Figure 3(d)). The actual arrival and
departure rates depend on a number of factors, including
antenna properties, multipath effects, material properties of
the tagged objects, tag orientation, density and speed.

B. Early Cancellation of the Current Frame

Framed ALOHA usually means that acknowledgements
are only sent after the end of each frame [16]. This is
however not true for the RFID domain. There is usually a
reader command after each slot [6], [9], [13]. Transmission
control schemes consequently do not have to wait until the
end of a frame to change broadcast probabilities by setting
the appropriate frame size. The schemes can simply cancel
a running frame and initiate a new one.

C. Limited Number of Frame Sizes Available

The RFID domain not only introduces unusual traffic
characteristics; the variant of framed ALOHA used in
RFID protocols such as [6], [9], [13] also differs from
the framed ALOHA commonly described in the networking
literature [16] because not all frame sizes are available. To
reduce the complexity of the tags, the available frame sizes
are limited to powers of two. This results in a reduction
in the maximum throughput to35% from the maximum of
e−1 ≈ 37% for some tag estimates.

III. B AYESIAN TRANSMISSIONCONTROL STRATEGY

In this section, we present our Bayesian transmission strat-
egy that addresses the characteristics of the RFID domain
mentioned in the previous section. The scheme explicitly
models medium access in framed ALOHA and computes
the probability that a certain number of tags are present
based on the feedback from the reader. It makes no restrictive
assumption about the probability distribution of the random
variable that represents the number of tags powered and
ready to transmit. The strategy presented here differs from
previous work because the estimated probability distribution
of tags present is updated after each slot, while previous
work updated the probability distribution after each frame
only (cf. Figure 4).

The individual steps of the broadcast scheme are adapted
from [15] to suit the nature of framed Aloha and RFID:

1) Compute the frame lengthL based on the probability
distribution of the number of RFID tags transmitting
Pr(N).

2) Start frame withL slots and wait for tag replies.
3) UpdatePr(N) based on evidence from the reader at

the end of each slot.
4) Adjust Pr(N) for tags that are departing during the

current frame because they lost power.
5) If frame lengthL is optimal, givenPr(N), continue

with the next slot and go back to step 3. Otherwise,
cancel current frame.

6) At the end of a frame (aborted or not), adjustPr(N)
by considering the arrival of “new” tags and the
departure of tags that were successfully identified.

A. Computing the Optimum Frame Size

In step 1 of our procedure the optimum frame length is
computed, given the probability distribution ofN . We choose
the frame lengthL which maximizes the expected throughput
U (cf. Eqn. 1).

E(U(L)) =
nmax∑
i=0

U(N = i, L)Pr(N = i) (4)

This approach is computationally feasible because the avail-
able frame sizes are limited to powers of2 in RFID protocols
using framed ALOHA (cf. Section II-C). To reduce the
number of computations, one can otherwise also approximate
the above by choosing the frame size as:

Lt+1 = 2round(log2 E(N)) (5)

B. Bayesian Updating of the Probability Distribution

In step 3, Bayes’ rule is used to update the probability that
n tags are replying in the current frame, given all evidence
z1:t from previous frames and the evidencey1:j from the
first j slots in the current frame:

Pr(N |y1:j , z1:t) = αPr(N |y1:j−1, z1:t) (6)

·Pr(yj |N, y1:j−1, z1:t)

whereα denotes a normalizing constant. Since consecutive
frames are considered to be independent given the number
of tags transmitting, the following holds

Pr(yj |N, y1:j−1, z1:t) = Pr(yj |N, y1:j−1) (7)

To compute the conditional probability distribution
Pr(yj |N, y1:j−1), let us first consider the problem of
determining the number of waysTC to distribute n
distinguishable tags intoL distinguishable slots1, 2, 3, ..., L
with the first c slots containing at least2 tags, the nexts
slots containing exactly a single tag, the nexth slots with no
tag reply, thej = (c+h+s+1) th slot containing at least2
tags, and the remainingL− c−h−s−1 slots containing an



unconstrained number of tags. The exponential generating
function for TC(n, c, h, s, L) is given by

FC(x) =
(

x2

2!
+

x3

3!
+

x4

4!
+ ...

)c+1

xs (8)

·
(

1 + x +
x2

2!
+

x3

3!
+

x4

4!
+ ...

)L−c−s−h−1

= (ex − (1 + x))c+1
xse(L−c−s−h−1)x

Similarly, for the jth slot featuring a single reply, the expo-
nential generating function forTS(n, c, h, s, L) is given by

FS(x) = (ex − (1 + x))c
xs+1e(L−c−s−h−1)x (9)

In the event that the jth slot is empty, the exponential
generating function forTH(n, c, h, s, L) is given by

FH(x) = (ex − (1 + x))c
xse(L−c−s−h−1)x (10)

The number of waysTT to distributen distinguishable tags
into L distinguishable slots1, 2, 3, ..., L with the firstc slots
containing at least2 tags, the nexts slots containing exactly
a single tag, the nexth slots with no tag reply, and the
remainingL − c − h − s slots containing an unconstrained
number of tags, can be computed with the following expo-
nential generating function

FT (x) = (ex − (1 + x))c
xse(L−c−s−h)x (11)

The number of ways of distributing then tags into theL slots
with the above constraints is given by the coefficient ofxn

n!
in the expansion of the corresponding generating function
F (x). The conditional probability distributionPr(yj =
collision|y1..j−1, N) that the jth slot is a collision slot given
that there werec collisions, h empty slots, ands single
occupied slots in thej − 1 previous slots in the frame is
then given by

Pr(yj = collision|y1..j−1, N) =
TC(n, c, h, s, L)
TT (n, c, h, s, L)

(12)

Similarly for the conditional probability Pr(zj =
empty|C,H, S,N) andPr(zj = single|C,H, S,N),

Pr(yj = empty|y1..j−1, N) =
TH(n, c, h, s, L)
TT (n, c, h, s, L)

(13)

Pr(yj = single|y1..j−1, N) =
TS(n, c, h, s, L)
TT (n, c, h, s, L)

(14)

Note that we only consider a single arrangement of the
c collision, h empty slots, ands single slots when we
computeT (n, c, h, s, L). This is feasible because the factor
that captures the number of ways the collision, single, and
empty slots can be arranged is identical forTC , TS , TH , and
TT .

C. AdjustingPr(N) for Tags that are Departing During the
Current Frame

Because of the frequent field nulls, some tags which
received the initial start of frame signal will lose power
before they can reply in the slot randomly selected. The result
is that the average number of tags that reply decreases as the
frame progresses. To take into account this early departure
of d transmitting nodes, we simply need to drop the firstd
entries of the posterior tag distribution in order to compute
Pr(Nt+1 = n|y1:t):

Pr(Nt+1 = n|y1:t) = Pr(Nt = (n + d)|y1:t) (15)

No new tags can arrive during a frame because tags which
power up during the frame will have missed the initial start
of frame signal. In practise, it is difficult to find a good
estimate for the number of tags that lost power, however.

D. Evaluation of the Current Frame Size

After each slot, we compute the expected throughput in
the next slot based on the updated probability distribution of
N for the different frame size according to Eqn. 4. If the
expected throughput with a different frame size is larger by
a certain margin, we cancel the current frame and initiate a
new one with the modified size. We use hysteresis to prevent
oscillations between two frame sizes that exhibit marginally
different performance.

E. Modelling Newly Arriving and Successfully Identified
Tags at the End of a Frame

At the end of frame (aborted or not), we still need to
incorporate the successful transmissions of the last frame.
This only applies to RFID protocols where tags transition
to a quiet state after successful identification. Under these
circumstances, successful transmissions result in a reduction
in the number of tags which reply in the next frame just like
tags that departed because they lost power. This means that
we simply need to drop the firsts entries of the posterior tag
distribution as before. The number of tags that transmit their
ID in the next frame also changes because new tags arrived.
The exact probability distribution of newly arriving,PA(n),
depends on the application characteristics and technology
parameters as mentioned earlier. Newly arriving tags can be
incorporated by computing the probabilities forN

′

t+1 as:

Pr(N
′

t+1 = n) =
n∑

k=0

Pr(Nt+1 = k)PA(n− k)(16)

where the conditioning evidencez1:t is omitted.

IV. RELATED WORK

In the previous section, we presented a Bayesian trans-
mission strategy that controls the frame size to optimize
the throughput. The scheme addresses in particular the chal-
lenges of the RFID domain mentioned earlier. The idea of
controlling the ALOHA channel with a transmission strategy
is not new, however [11]. Work focussing in particular on
controlling an ALOHA channel with an additional frame



structure has been carried out by Schoute [16] and Wieselth-
ier [18]. Schoute developed a backlog estimation technique
for framed ALOHA which is exact under the assumption
that the frame size is chosen in such a way that the number
of stations which transmit in each time slot is Poisson
distributed with mean1. The backlog after the current frame
Bt is then simply given by:

Bt = 2.39c (17)

wherec is the number of collisions in the current frame. Due
to the unknown distribution of the number of tags and limited
number of available frame sizes, the assumption made by
Schoute leads to deviations between the estimate and the
true number of tags present, whenever the above assumption
is not valid.

In [18], Wieselthier et al. present a performance evaluation
of framed ALOHA with capture. It is based on a combina-
torial technique that computes the probability that there are
i single occupied slots,j slots with two replies,k slots with
three replies, etc., in a frame. Their work is based on the
assumption that the number of slots per frameL is fixed
and access to the channel can be controlled by adapting
the probability with which backlogged stations respond in
subsequent frames. In our analysis, the frame size is variable
– though limited to powers of two – but all backlogged tags
respond in subsequent frames.

More recently, Vogt [17] and Zhen et al. [19] also studied
framed ALOHA in the context of RFID. Zhen et al. use
the approach proposed by Schoute to estimate the number
of tags. Vogt presents a backlog estimation procedure that
selects the tag number estimate that minimizes the error
between the observed number of emptyh, singly-occupied
s, and collision slotsc and the expected valuesE(H), E(S),
E(C). While this approach does not assume a fixed multi-
plicity of conflict as the scheme proposed by Schoute does,
it only updates the estimateN at the end of a frame. Vogt
compares the above estimation algorithm to an estimation
strategy that represents a lower bound:

Bt = 2c (18)

In [7], a Bayesian transmission scheme was presented that
does not rely on the Poisson assumption used by Schoute. It
estimates the number of tagsN present at timet given the
feedback from the current framezt:

Pr(Nt = n|z1..t) = αPr(Nt, z1..t−1) · Pr(S, C, H|Nt)
(19)

The algorithm simply chooses the frame sizeL that maxi-
mizes the expected throughputU for the consecutive frame.
This scheme differs from the Bayesian scheme presented in
this paper because the probability distribution is only updated
at the end of the frame.

TheQ Algorithm defined in ISO 18000-6 C [6] represents
another transmission control strategy. It keeps a represen-
tation of the current frame size which is multiplied by a
constantβ whenever a collision occurs and which is divided
by β whenever an empty slot is detected. A successful slot

leaves the estimate unchanged. The estimated backlogBt

after the current frame is given by

Bt = 2Qfp = 2Qt+a(c−h) = 2Qtβc−h (20)

The new frame sizeLt+1 is then chosen as

Lt+1 = 2round(log2 Bt) (21)

While theQ algorithm requires only modest computational
resources, it does not specify a method to compute the crucial
control parameterβ = 2a. It only provides a range of
suitable values (1.07 ≤ β ≤ 1.41). This backlog estimation
procedure can also be carried out after each slot. This allows
the early cancellation of frames with suboptimal frame sizes,
whenever the optimum frame length computation of Eqn. 21
indicates this. AfterQfp has been updated accordingly,
the algorithm compares the updatedQfp against theQ of
the current frame size (2Q). If the current frame size is
deemed suboptimal, it is cancelled and a new frame with
an optimized length is initiated.

The work by Rivest [15] is also closely related to our work
on transmission control strategies for slotted ALOHA. Rivest
introduces an elegant pseudo-Bayesian transmission strategy
by approximating the probability distribution of the number
of stationsN with a Poisson distribution with meanv. Each
station keeps a copy ofv and during each slot, transmits a
packet with a probability of1/v. It decrementsv by 1 if the
current slot is empty or a success, incrementsv by 1.39 if
the current slot is a collision, and setsv to max(v+λ), where
λ is an estimate of the arrival rate. While our transmission
scheme builds on the Bayesian approach outlined in [15],
our mathematical model has been adapted to suit framed
ALOHA and does not assume that the random variableN
denoting the number of tags is Poisson distributed. Due to
the large number of arriving and departing tags in RFID
applications, the Poisson assumption leads to a slow response
to changes in the number of tags present. In [8], Frigon et
al. present a pseudo-Bayesian algorithm which extends to
framed ALOHA and mixed priorities. It also assumes that
the number of tags present follow a Poisson distribution.

Krohn et al. [10] recently presented an approach which
presents a fast technique to estimate approximately the
number of tags present in the read range. Their work is based
on the assumption that there are empty slots and occupied
slots only.

V. EVALUATION METHOD

In this section, we present the simulation engine RFIDSim
which we developed to compare the Bayesian transmission
strategy presented earlier against the schemes outlined in the
related work section. The simulation engine implements the
ISO 18000-6 Part C (EPCglobal UHF Class 1 Generation 2)
protocol and supports different path loss, fading, capture, and
tag mobility models.

RFIDSim runs as a collection of simulation entities in
the simulation runtime JiST [3]. JiST is a discrete event
simulation engine that runs over a standard Java virtual ma-
chine. The JiST simulation engine is efficient and performs
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Fig. 5. Loading dock application.Pallets containing 200 randomly
distributed RFID tags are moved past a single reader at a constant speed of
3 m/s.

Parameter Name Value
Path Loss Exponent 2
Rician factor 6 dB
Reader power (EIRP) 3300 mW
Reader antenna 3dB beamwidth 60o

Reader capture ratio 32 dB
Reader sensitivity -80 dBm
Minimum tag input power -15.22 dBm
Tag backscatter factor 0.25
BER 10−3

TABLE I

Simulation parameters.

well when compared to existing highly optimized simulation
runtimes both in time and memory consumption [3]. The
pathloss, fading, and mobility models we implemented build
on the Scalable Wireless Ad-hoc Network Simulator [2] that
is also implemented on JiST. We also implemented support
for different capture models, such as a stochastic model [18]
and different power models [14]. The simulation engine
supports the command set of the EPCglobal UHF Generation
2 Class 1 Protocol. RFIDSim currently only supports a single
reader. While the directivity of the reader antenna can be
specified, it is assumed that all tag antennas are isotropic.
The simulation is also limited to two dimensions in space.
Multipath effects cannot be modelled explicitly, but need to
be modelled by statistical fading models, such as Rician or
Rayleigh fading.

To compare the different transmission strategies, RFIDSim
is used to model the dock door scenario shown in Fig-
ure 5, where the movement and identification of two pallets
carrying 200 UHF tags is simulated. The multipath fading
is modelled statistically by a Rician distribution, which is
commonly used to describe the small-scale fading envelope,
when there is a strong line-of-sight component [14]. The
other simulation parameters are listed in Table I.

VI. EVALUATION OF THE BAYESIAN TRANSMISSION

STRATEGY

To analyze the impact of reducing the response time of
the transmission scheme from an entire frame to a few slots
only, we compare the Bayesian algorithm presented in this
thesis with the Bayesian frame-by-frame scheme presented
in [7]. The characteristics of the RFID domain outlined in
Section II suggest that a transmission scheme is desirable
that can interrupt a running frame, if the current frame size
is considered non-optimal. Our analysis is split into two
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Fig. 6. Divergence of the simulated throughput from the theoretical
maximum of 37% for three different transmission schemes.The figure
illustrates the improvement that can be expected from transmission schemes
which operate on a slot-by-slot basis.

parts. We begin by showing the performance improvement
that results from our Bayesian slot-by-slot updating scheme,
and continue by comparing our Bayesian algorithm against
the Q Algorithm of ISO 18000-6 C (EPCglobal UHF Class
1 Generation 2) protocol [6].

A. Comparison with Frame-By-Frame Schemes

We use the simulation scenario outlined in Section V to
compare the performance of the Bayesian frame-by-frame
of [7] and our slot-by-slot transmission strategy quantita-
tively in the presence of unknown arrival and departure rates.
Two pallets carrying 200 UHF tags are moved past a single
antenna and the transmission control strategy changes the
frame size accordingly, until all 200 tags are identified.

The two different transmission schemes are compared to
what we termed the “perfect estimate at the end of frame”
(cf. Figure 6). This transmission scheme knows at the end
of each frame exactly how many tags responded in the
last frame and chooses the next frame size accordingly.
The divergence from the theoretical maximum throughput
evident in Figure 6 results from the unknown number of
newly arriving and departing tags in the consecutive frame.
The simulation results also show that the performance of
the Bayesian frame update algorithm presented in [7] is
essentially the same as the perfect estimator. Its throughput
is 11% below the maximum theoretical throughput of framed
ALOHA. The Bayesian scheme that updates the probability
distribution of tags transmitting in the frame after every slot
achieves the highest throughput (34% on average), which
is close to the theoretical maximum of 37%. Due to the
limited number of different frame sizes, the actual theoretical
maximum will even be slightly less.

B. Comparison with theQ Algorithm

In the previous subsection, we demonstrated the through-
put improvement resulting from the use of our Bayesian
slot-by-slot technique. In this subsection, we compare the
Bayesian slot-by-slot scheme with theQ Algorithm, which
is part of the ISO 18000-6 C (EPCglobal UHF Class 1
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Fig. 7. Performance of the Q Algorithm, which is part of the ISO 18000-
6 C [6] specification, vs. the performance of our Bayesian approach.

Generation 2 ) specification [6] and which can also operate
on a slot-by-slot basis.

While theQ algorithm requires only modest computational
resources, it does not specify the value of the crucial control
parameterβ, which is used to update the estimated number
of RFID tags:

for a collision slot: Nt = βNt−1

for an empty slot: Nt = 1
β Nt−1

for a single-occupied slot: Nt = Nt−1

with 1.07 ≤ β ≤ 1.41

Since this parameter depends on a past estimate that
incorporates past evidence, the evidence from the current
slot, and the current frame size, its choice is not trivial. A
value of β that is chosen too large will lead to significant
overshoots, while aβ that is too small will reduce the
swiftness of a response to a change. TheQ Algorithm also
assumes that the frame size is optimal, once the ratio of
collision to empty slots is equal to one. However, computing
the expected number of collisions and empty slots atL = N ,
which is the criterion for optimum throughput, implies a ratio
of collision to empty slots that is smaller than1.

Our Bayesian slot-by-slot updating algorithm, on the other
hand, explicitly models framed ALOHA. It indirectly uses
all available information, i.e. all past evidence, including the
evidence from the last slot and the current frame size, to
compute the multiplicity of conflict. However, the Bayesian
algorithm does require significant computing resources, al-
though some of the computations can be precomputed and
stored in the memory of the reader device.

In Figure 7, both slot-by-slot transmission schemes are
compared. Our implementation of theQ algorithm uses a
value for β which is set to2

0.8
log2 L . We found that this

approach provides a reasonable performance across different
frame sizes. The throughput achieved with theQ algorithm
in our simulation scenario is on average 33%, which repre-
sents a 9.5% divergence from the maximum throughput of

37%. The Bayesian slot-by-slot algorithm provides only a
slightly better performance (Figure 7), when the throughput
is considered. However, the overall performance is not only
dependent on the throughput, i.e. the number of successful
single replies, but also the number of frames started. Each
frame that is started results in an additional overhead because
of the reader ‘Query’-Command that needs to be transmitted
at the beginning of each frame. Figure 7 shows that the
Q algorithm changes the frame size very frequently in our
dock door simulation scenario. This leads to a large overhead
which reduces the overall performance significantly.

Figure 7 also shows the performance of theQ Algorithm,
if applied after each frame. The figure demonstrates that the
performance of theQ algorithm is poor in our scenario, given
our choice of the constantβ. The performance can, however,
be significantly improved when changes toQ are restricted
to incremental changes (denoted (incremental) in Figure 7).
Under these conditions the oscillations of theQ algorithm
are damped and the simulated throughput is similar to the
other frame-based transmission schemes.

VII. D ISCUSSION

The increased throughput that can be achieved with our
transmission scheme comes at the expense of a significant
amount of computations. Alternative transmission schemes
make certain assumptions about the distribution of the num-
ber of tags present or simply assume a fixed multiplicity
of conflict. This reduces the resources required to estimate
the number of tags transmitting and to choose the frame
size accordingly. Our Bayesian approach permits some time-
consuming computations to be made a-priori though, e.g. the
conditional probability distribution defined in Section III-B.
As the number of tags in the range is increased, the memory
storage capacity increases significantly, however.

To evaluate the different schemes, we exclusively relied on
simulations. Our approaches have thus not been validated ex-
perimentally with a UHF RFID system. Future work should
thus aim to implement the transmission schemes presented
in this paper in a UHF RFID reader. The simulation engine
could also be upgraded to include tag antenna directivity and
multiple reader antennas.

In our evaluations, we assumed that a reader can operate
independently in a given channel. In practice, there will be
other readers operating in close vicinity, which will possibly
interfere [5]. Future work might thus also consider the
effect of such reader collisions on the performance of the
transmission schemes. Furthermore, a transmission scheme
that chooses an appropriate frame size for a number of
readers which are synchronized in order to deal with the
limitations of the listen-before-talk schemes introduced in
some countries could be part of future investigations.

Our Bayesian model assumes a feedback model where
the reader can successfully distinguish between no, a single,
a single, but corrupted tag reply, and more than a single
tag reply (the corrupted tag replies were not mentioned
explicitly before for simplicity’s sake). In practice, it might
be difficult to always successfully distinguish a corrupted



single tag reply from a collision where more than a single
tag replied. Future versions of our transmission schemes
should thus include the possibility and ideally the likelihood
of such a wrong classification. Due to the large capture ratio
set in Table I, we observed no capture in our simulations.
RFID communication protocols can benefit from this near-
far effect because the throughput can exceed the theoretical
maximum throughput associated with slotted and framed
ALOHA e−1. In our transmission scheme, the occurrence
of captured replies would result in an underestimate of
the number of tags because the captured reply would be
interpreted as a single reply and not a collision. The in-
fluence of this misinterpretation is small, however, since the
underestimate is compensated by not including the capture
effect in the computation of the expected throughput, which
would mandate choosing a frame size that is not equal, but
smaller than the number of tags present.

In our model, we also assume that all slots have the
same fixed length. In practice, a reader might close an
empty or even collision slot early. The cost of an empty or
collision slot might thus vary. Future versions of the above
transmission strategies might anticipate this possibility and
explicitly model the early closure of empty and collision
slots.

The throughput measured in our simulations refers to
the contention slots only. In RFID protocols, such as ISO
18000-6 C, which use a reservation system the overall
throughput is much higher, since framed ALOHA is only
used as the contention mode for short packets that reserve
longer noncontending slots for the transmission of the unique
tag ID. The overall throughput achieved with our Bayesian
transmission scheme is then as high as 73% under the
assumption that the length of the ALOHA slots is about 1/8
of the reserved slots.

VIII. C ONCLUSION

As the number of objects which are equipped with RFID
tags increases, it is becoming increasingly important to
identify large tag populations quickly. This mandates among
other things a high throughput over the shared radio chan-
nel. The throughput performance of RFID medium access
protocols, such as framed ALOHA, depends, however, on a
transmission scheme that estimates the (unknown) number of
stations transmitting. The number of RFID tags transmitting
remains uncertain, since RFID readers cannot detect the
multiplicity of conflict if more than two RFID tags transmit
simultaneously.

In this paper, we showed that a Bayesian transmission
scheme that updates the tag number estimate after each
slot of an ALOHA frame outperforms those transmission
schemes that only update the estimate at the end of the
ALOHA frame. The comparison with ‘perfect estimator’
shows that this is due to the unknown number of tags arriv-
ing and departing during an ALOHA frame. Our Bayesian
transmission scheme minimizes the response time to any
changes in the number of tags transmitting, since the estimate
is updated after every slot.

Our simulation results also indicate that theQ algorithm,
which is part of the ISO 18000-6 C, leads to serious over-
shoots in the tag number estimate and thus a low throughput,
unless frame size changes are restricted to incremental modi-
fications. When used on a slot-by-slot basis, theQ algorithm
is outperformed by our Bayesian scheme in terms of overall
throughput. The improved performance of our Bayesian
comes at the expense of an extensive amount of computations
though, which makes it unrealistic to implement the scheme
in its current form on a resource-constrained RFID reader
platform.
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